






























2,000,000,000
Websites and files inspected

Counted 

DAILY!20,000,000
Potential IoT devices

1,500,000
Newly installed mobile apps

73,000,000
Full content emails

1,000,000
Online web forms

2,000,000
Malicious indicators

Big data threat intelligence:

30,000,000
File emulations





AI technology
40+ AI and Machine Learning technologies 

that identify and block emerging threats that 
were never seen before

Big data threat intelligence
Always acquires the most recent 
IoCs and protections of latest 
attacks seen in the wild 

ThreatCloud APIs

Telemetry Telemetry
ACCURATE  PREVENTION 

(MALICIOUS/SAFE)



First seen by a 

customer in Italy

Zero-day malware

“AveMaria” RAT

May 2022

Deep Learning

Machine Learning Emulation Runtime

File Reputation

Verdict Engine
Machine Learning Based

60+ Decision Engines

Detected as 

malicious in 

seconds

Synced in real-time to all 

Check Point’s 

enforcement points 

worldwide Prevented in dozens 

of other countries 

within 3 hours
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